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About MNP

Canada’s 5th Largest 

Accounting | Tax | Consulting

4500 Team Members

80 Offices coast to coast

We know cyber security

We know PCI

We know technology



Just what is “PCI”?



The PCI Standard was 

created in 2005!

It’s a teenager
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Who is involved in PCI?

Lots of players

Banks – issuing, acquiring

Service Providers – supply chain

Payment 

Non-payment

Merchants

Consumers - not a fraud program



No!

Branded Cards

Don’t forget about interac

So it’s about credit cards?



So it’s about payment? 

Nope

AML/KYC

Recurring payments

Identification

Corporate cards



What do I do?

Setting the stage

Scope

Gaps

Achieving

Maintaining



What do I do? 

Path to compliance

PCI 
Compliance

Gaps

Scope



How to I maintain?
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Operations

Change Scope?

New Gaps?

Trigger?

Governance

Steering 
Committee

Sub-committee

Coordinator



Common pitfalls

Not just IT. Also legal, finance, HR.

Segmentation

Server Hardening and Patch Management

Periodic Security Assessments and Reviews

Security Awareness Programs



More common pitfalls

Wireless network and mobile devices

Taking payment by phone

Proof of compliance

Managing and maintaining PCI compliance

Culture shift



So if I do PCI I’ll be cyber secure? 

Yeah right!

Just the tip of the iceberg

PCI is small part of your overall cyber

GRC – this is just the C

PCI is not a complete answer. It is specific to Credit

Card data.

Should be considered the low bar – gross negligence

Other data, other threats, other risks



Contact us

Thanks you for your time. 
Jason Murray 

jason.murray@mnp.ca

@infosecstoic (twitter)

647-333-6241
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